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1
Discussion

Network sharing is supported in 5GC, but the related procedures of network sharing are not described in specification. 
1.1 Network sharing architecture

In GPRS and EPS as defined in TS 23.251, both the Gateway Core Network (GWCN) and Multi-Operator Core Network (MOCN) architectures are supported. In our understanding GWCN architecture is not known to have been significantly deployed by operators. With the concept of network slicing enabling core network instance separation, it is therefore proposed to focus Rel-15 support on MOCN configuration and leave GWCN for future releases.

Proposal 1: only MOCN is supported in Rel-15.

TS 23.251 contains a variety of scenarios related to e.g. CS, GERAN/UTRAN and adding there extra procedures for 5GC will make the specification even more complicated than what it is right now. It is therefore proposed to only update TS 23.501 and TS 23.502 for network sharing in 5GC.

Proposal 2: capture text related to network sharing in 5G System in TS 23.501 and TS 23.502 and NOT in TS 23.251.

1.2 Network selection in shared network

The assumption is that support for network sharing feature is mandatory in a UE that can camp in NG-RAN. UE operating in Idle mode selects the PLMN ID, provides the PLMN ID to the network for routing purpose, and to indicate which of the core network operators is selected. 
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Figure 1: Network selection for shared NG-RAN network
1. NG-RAN which is shared by core network operators transmits the PLMN list in broadcast system information as needs to be specified in RAN specifications e.g. TS 36.331, TS 38.304 etc.
2. UE reads the broadcast information and perform the PLMN selection as specified in TS 23.122. 

3. UE sends the REGISTRATION REQUEST message to the network, the selected PLMN ID is included in the RRC message to indicate NG-RAN the chosen core network operator.

4. NG-RAN selects an AMF that belongs to the selected PLMN ID which is received from UE. The selection based on PLMN is done with priority over slice selection.
5. AMF gets UE’s subscription from UDM.

6. AMF verifies whether the UE is permitted to access the selected PLMN. This is a generic functionality not specific to RAN sharing. 
7. AMF sends the Registration Accept message to the UE.
Proposal 3: Registration procedure need to be updated to support network sharing. Note this procedure is consistent with Rel-14 MOCN mechanism.
1.3 EPLMN list provided to NG-RAN
The AMF needs to provide the Equivalent PLMN (EPLMN) list of the registered PLMN to the NG-RAN to select a target cell for future HO procedure. The EPLMN list is included in the HO restriction list and sent to NG-RAN node in initial UE context setup procedure. 
During registration and idle mode service request procedure, the HRL is included in the N2 request sent to NG-RAN.

In the case of HO to a shared network:
· The source NG-RAN determines a core network operator to be used in the target network based on current PLMN in use, the selected target core network operator should be the same as the one in use. If the PLMN in use is not supported in the target cell the NG-RAN node selects the target PLMN based on either (1) pre-configuration, or (2) the EPLMN list provided by the AMF. The NG-RAN informs the AMF of the target network by including the target PLMN ID in the Registration Area Information in the N2 Handover signalling.
· For Xn based HO procedure, source NG-RAN node selects the target cell and includes the EPLMN list in the HO restriction list sends to the target RAN. Source NG-RAN indicates the selected core network operator to the target NG-RAN by using target cell ID. The target NG-RAN node informs the MME of the PLMN that is now in use with the N2 Path Switch signalling.
· For N2 based HO procedure, the source AMF uses the Registration Area information supplied by the source NG-RAN to select the target AMF/MME. There is no additional functionality in the source AMF to select a target core network operator or to modify the target core network operator selected by the source NG-RAN. Instead, the source AMF uses the selected PLMN received from the source NG-RAN to determine the target core network operator. The source AMF shall forward the selected PLMN ID chosen by the source NG-RAN to the target AMF.

The target AMF indicates the selected PLMN ID in the target cell ID to the target NG-RAN, the HO restriction list is sent to the target NG-RAN as well so that the NG-RAN can select target cell for future HO appropriately.

Proposal 4: Xn HO and N2 HO need to be updated to support network sharing.
1.4 Network sharing and RRC inactive
UE context resume procedure is used for RRC inactive. NG-RAN retrieves UE’s RRC context from the last serving NG-RAN. UE shall include the selected PLMN ID in message 5 (RRC connection resume complete message) to indicate the selected target core network operator. 
Proposal 5: RRC message needs to support network sharing.
1.5 
Support for different cell-id, TAC per sharing partner (CBRS-style network sharing)

In rel.14 some RRC changes were introduced in TS 36.331 and aligned in TS 23.251 (see S2-175075) that allow the sharing partners to allocate an eNB that support more than one PLMN sets via a common set of physical cells, and thus the eNB supports more than one EPC sets. E-UTRAN will communicate with the corresponding CNs and sets fully separate from each other [Figure (c) below]. 
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Figure 1: RAN sharing enhancements introduced in (C), source S2-173921
UEs are able to receive all broadcasted information and are able to pick the applicable value based on the selected PLMN. Also, the maximum number of PLMNs supported by RAN does not change. The proposed extension had no impact to Rel 14+ UEs operation beyond the selection of applicable broadcast values.

Proposal 6: It is proposed SA2 to assume that RRC changes for CBRS-style network sharing introduced in rel.14 and supported in TS 23.251 are also applicable to NG-RAN
1.5 Network sharing and slicing

TS 23.501 states in a NOTE that “Network sharing and network slicing features are independent of each other. A Network Slice is defined within a PLMN, while network sharing is performed among different PLMNs.”. 

Proposal 7: delete the NOTE from section 5.18.1 and state explicitly in normative text the relationship between network sharing and network slicing in the network sharing section.

2. Proposed text to TS 23.501

First Change
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Next Change

5.18
Network Sharing

5.18.1
General concepts

A network sharing architecture shall allow multiple participating operators to share resources of a single shared network according to agreed allocation schemes. The shared network includes a radio access network. The shared resources include radio resources.

The shared network operator allocates shared resources to the participating operators based on their planned and current needs and according to service level agreements. 
A UE that has a subscription to a participating network operator shall be able to select this participating network operator while within the coverage area of the shared network and to receive subscribed services from the participating network operator.

In this release of the specification, only the Multi-Operator Core Network (MOCN) network sharing architecture in which only the RAN is shared is supported in 5G System.
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Figure 5.18.1-1: A Multi-Operator Core Network (MOCN) in which multiple CN nodes are 
connected to the same NG-RAN, while CN nodes are operated by different operators
5.18.2
Broadcast system information for network sharing

If a shared NG-RAN is configured to indicate available core network operators for selection by UEs, each cell in the shared radio access network shall in the broadcast system information include information concerning available core network operators in the shared network.

The Broadcast System Information broadcasts a set of PLMN IDs and optionally one or more additional set of parameters per PLMN e.g. cell-ID, Registration Areas. All 5G System capable UEs that connect to NG-RAN support reception of both the basic and additional set of PLMN IDs.
The available core network operators shall be the same for all cells of a Registration Area in a shared NG-RAN network. 

UE decodes the broadcast system information and takes the information concerning available PLMN IDs into account in network and cell (re-)selection procedures. Broadcast system information is specified in TS 38.331 [28] for NR, TS 36.331 [y] for E-UTRA and related UE access stratum idle mode procedures in TS 38.304 [x] for NR and TS 36.304 [z] for E-UTRA.

5.18.3
Network selection
A UE that has a subscription to a participating network operator shall be able to select this participating network operator while within the coverage area of the shared network and to receive subscribed services from the participating network operator.
Each cell in shared NG-RAN shall in the broadcast system information include the PLMN-IDs concerning available core network operators in the shared network.
When a UE performs an initial access to a shared network, one of available CN operators shall be selected to serve UE. UE uses all the received broadcast PLMN-IDs in its PLMN (re)selection processes which is specified in TS 23.122 [17]. UE shall inform the NG-RAN of the selected PLMN so that the NG-RAN can route correctly.
After initial access to the shared network the UE does not change to another available CN operator as long as the selected CN operator is available to serve the UE's location. Only the network selection procedures specified in TS 23.122 [17] may cause a reselection of another available CN operator. Also the network does not move the UE to another available CN operator, e.g. by handover, as long as the selected CN operator is available to serve the UE's location. Furthermore, the UE does not change to another CN node as long as the selected CN node is available to serve the UE's location.
UE uses all of the received broadcast PLMN-IDs in its PLMN (re)selection processes. 

5.18.4
Network selection in Handover procedure

The list of equivalent PLMN is included in the handover restriction list provided by AMF to NG-RAN to be used for a potential target PLMN selection. 
The NG-RAN uses the selected PLMN (provided by the UE at RRC establishment, or, provided by the AMF/source NG-RAN at N2/Xn handover) to select target cells for future handovers (and radio resources in general) appropriately.
In the case of handover to a shared network, 
· The source NG-RAN determines a core network operator to be used in the target network based on current PLMN in use. The selected target core network operator should be the same as the one in use. If the PLMN in use is not supported in the target cell the NG-RAN selects a target PLMN based on either (1) pre-configuration, or (2) the EPLMN list in the Handover Restriction List provided by the AMF. The NG-RAN informs the AMF of the target network by including the target PLMN ID in the Registration Area Information in the N2 Handover signalling. 
· For Xn based HO procedure, Source NG-RAN indicates a selected PLMN ID to the target NG-RAN by using target cell ID. The target NG-RAN node informs the MME of the PLMN that is now in use with the N2 Path Switch signalling.
· For N2 based HO procedure, the NG-RAN indicates a selected PLMN ID to the AMF as part of the TAI sent in the HO required message. Source AMF uses the TAI information supplied by the source NG-RAN to select the target AMF/MME. The source AMF shall forward the selected PLMN ID to the target AMF/MME. The target AMF indicates the selected PLMN ID to the target NG-RAN/eNB so that the target NG-RAN/eNB can select target cells for future handover appropriately.

· The list of equivalent PLMN is included in Handover Restriction List sent to the target NG-RAN by the AMF/source NG-RAN at N2/Xn handover to select target cells for future handovers appropriately. 
5.18.6
Network Sharing and Network Slicing

As defined in section 5.15.1, a Network Slice is defined within a PLMN. Network sharing is performed among different PLMNs. In case of network sharing, each PLMN sharing the RAN defines and supports its PLMN-specific set of slices that are supported by the common RAN.  

                                  Next Change

 5.21.1
Architectural support for N2

5.21.1.1
TNL associations

5G AN node shall have the capability to support multiple TNL associations per AMF, i.e. AMF name.

An AMF may provide the 5G AN node on the weight factors for each TNL association of the AMF.

An AMF shall be able to request the 5G AN node to add or remove TNL associations to the AMF.

5.21.1.2
N2AP UE-TNLA-binding

While a UE is in CM-Connected state the 5G AN node shall maintain the same N2AP UE-TNLA-binding (i.e. use the same TNL association and same N2AP association for the UE) unless explicitly changed or released by the AMF.

An AMF shall be able to update the N2AP UE-TNLA-binding (i.e. change the TNL association for the UE) in CM-Connected mode at any time.

An AMF shall be able to update the N2AP UE-TNLA-binding (i.e. change the TNL association for the UE) in response to an N2 message received from the 5G AN by triangular redirection (e.g. by responding to the 5G AN node using a different TNL association) or by redirection via the RAN.

An AMF shall be able to command the 5G AN node to release the N2AP UE-TNLA-binding for a UE in CM-Connected mode while maintaining N3 (user-plane connectivity) for the UE at any time.

Editor's note:
Support of releasing the N2AP UE-TNLA-binding for a UE in CM-Connected is subject to feedback from RAN groups.

5.21.1.3
N2 TNL association selection

The 5G AN node shall consider the following factors for selecting a TNL association for the AMF:

-
Availability of candidate TNL associations.

-
Weight factors of candidate TNL associations, if provided by the AMF.
5.21.2
AMF Management

5.21.2.1
AMF addition/Update

The 5G System should support establishment of nodal association between AMF and 5G AN node.

A new AMF can be added to an AMF set and association between AMF and GUAMI can be created and/or updated as follows:
-
AMF shall be able to dynamically update the NRF with the new or updated GUAMI(s) to provide mapping between GUAMI(s) and AMF information. Association between GUAMI(s) and AMF is published to NRF. Upon successful addition, the NRF considers the new and/or updated GUAMI(s) for providing AMF discovery results to the requester. Requester can be other CP network functions.
Information about new AMF should be published and available in the DNS system. It should allow 5G AN to discover AMF and setup nodal associations with the AMF required.
5.21.2.2
AMF planned removal procedure

5.21.2.2.1
AMF planned removal procedure with UDSF deployed

An AMF can be taken graciously out of service as follows:

-
If an UDSF is deployed in the network, then the AMF stores the context for registered UE(s) in the UDSF. The UE context includes the per AMF set unique AMF UE N2AP ID. If there are ongoing transactions (e.g. N1 procedure) for certain UE(s), AMF stores the UE context(s) in the UDSF upon completion of an ongoing transaction.
NOTE 1:
It is assumed that the UE contexts from the old AMF include all event subscriptions with peer CP NFs.
An AMF shall be able to notify the 5G AN that the corresponding AMF identified by GUAMI(s) is unavailable for processing UE transactions. Upon receipt of the indication that an AMF(GUAMI(s)) is unavailable, 5G AN shall take the following action:

-
5G AN should mark this AMF as unavailable and not consider the AMF for selection anymore for subsequent N2 transactions.

-
If the instruction from AMF includes an indicator that the AMF will release the N2AP UE associations on a per UE-basis for UE(s) in CONNECTED mode and if the 5G AN supports timer mechanism,the 5G AN starts a timer to control the N2AP UE association release. For the duration of the timer or until the AMF releases the N2AP UE associations the AN does not select a new AMF for subsequent UE transactions. Upon timer expiry, the 5G AN releases the N2AP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s), for subsequent N2 message, the 5G AN should select a different AMF from the same AMF set when the subsequent N2 message needs to be sent.

NOTE 2:
For UE(s) in CONNECTED mode, after indicating that the AMF is unavailable for processing UE transactions and including an indicator that the AMF releases the N2AP UE associations on a per UE-basis while requesting the AN to maintain N3 (user plane connectivity) and UE context information, the AMF can use the N2AP UE association release procedure defined in TS 23.502 [3] to release the N2 connections (without releasing N3 connection) on a per UE-basis.

Editor's note:
The behavior when 5G AN does not support timer mechanism is FFS and also how the AMF knows of 5G AN timer capability.
-
If the instruction does not include the indicator, for UE(s) in CONNECTED mode, 5G AN considers this as a request to release the N2AP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s) while maintaining N3 (user plane connectivity) and UE context information. For subsequent N2 message, the 5G AN should select a different AMF from the same AMF set when the subsequent N2 message needs to be sent.

-
For UE(s) in IDLE mode, when it subsequently returns from IDLE mode and the 5G AN receives an initial NAS message with a 5G S-TMSI or GUAMI pointing to an AMF that is marked unavailable, the 5G AN should select a different AMF from the same AMF set and forward the initial NAS message.
An AMF shall be able to instruct other peer CP NFs , subscribed to receive such a notification, that the corresponding AMF identified by GUAMI(s) will be unavailable for processing UE transactions. Upon receipt of the notification that an AMF (GUAMI(s)) is unavailable, the other CP NFs shall take the following action:

-
CP NF should mark this AMF as unavailable and not consider the AMF for selection anymore for subsequent MT transactions.

-
Mark this AMF as unavailable while not changing the status of UE(s) associated to this AMF (UE(s) previously served by the corresponding AMF still remain registered in the network), and AMF Set information.

-
For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF that is marked unavailable, CP NF should select another AMF from the same AMF set (as in clause 6.3.5) and forward the transaction together with the old GUAMI. The new AMF retrieves UE context from the UDSF.
Following actions should be performed by the newly selected AMF:
-
When there is a transaction with the UE the newly selected AMF retrieves the UE context from the UDSF based on SUPI, 5G-GUTI or AMF UE N2AP ID and processes the UE message accordingly and updates the 5G-GUTI towards the UE. For UE(s) in CONNECTED mode, it also updates the new N2AP UE association towards the 5GAN.

-
The new selected AMF updates the peer NFs with the new selected AMF information.
-
If the new AMF is aware of a different AMF serving the UE (by implementation specific means) it redirects the uplink N2 signalling the UE to that AMF if necessary, or reject the transaction from the peer NFs with a cause to indicate that new AMF has been selected. The peer NFs may wait for the update from the new AMF and resend the transaction to the new AMF.

NOTE 3:
This bullet above addresses situations where 5G AN node selects an AMF and CP NFs select another AMF for the UE concurrently. Also, addresses the situation where CP NFs select an AMF for the UE concurrently
-
If the new AMF does not have access to the UE context, then the AMF may force the UE to re-register.

5.21.2.2.2
AMF planned removal procedure without UDSF

An AMF can be taken graciously out of service as follows:

-
The AMF can forward registered UE contexts, UE contexts grouped by the same GUAMI value, to target AMF(s) within the same AMF set. The UE context includes the per AMF Set unique AMF N2AP UE ID. If there are ongoing transactions (e.g. N1 procedure) for certain UE(s), AMF forwards the UE context(s) to the target AMF upon completion of an ongoing transaction.
Editor's note:
When the AMF forwards registered UE contexts to target AMF, how to uniquely identify the UE context by the AMF and 5G AN is FFS.
NOTE 1:
It is assumed that the UE contexts from the old AMF include all event subscriptions with peer CP NFs.

An AMF shall be able to instruct the 5G AN that it will be unavailable for processing UE transactions by including GUAMI(s) configured on this the AMF and its corresponding target AMF(s). The target AMF shall be able to update the 5G AN that the old GUAMI(s) is now served by target AMF.. It provides the old GUAMI value that the 5G AN can use to locate UE contexts served by the old AMF. Upon receipt of the indication that an old AMF is unavailable, 5G AN shall take the following action:

-
5G AN should mark this AMF as unavailable and not consider the AMF for selection anymore for subsequent N2 transactions. The associated GUAMIs are marked as unavailable until it have been updated by the target AMFs.
-
If the instruction from AMF includes an indicator that the AMF will release the N2AP UE associations on a per UE-basis for UE(s) in CONNECTED mode and if the 5G AN supports timer mechanism, the 5G AN starts a timer to control the N2AP UE association release. For the duration of the timer or until the AMF releases the N2AP UE associations the AN does not select a new AMF for subsequent UE transactions. Upon timer expiry, the 5G AN releases the N2AP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s), for subsequent N2 message, the 5G AN uses GUAMI which points to the target AMF that replaced the old unavailable AMF, to forward the N2 message to the corresponding target AMF(s).

NOTE 2:
For UE(s) in CONNECTED mode, after indicating that the AMF is unavailable for processing UE transactions and including an indicator that the AMF releases the N2AP UE associations on a per UE-basis while requesting the AN to maintain N3 (user plane connectivity) and UE context information, the AMF can use the N2AP UE association release procedure defined in TS 23.502 [3] to release the N2 connections (without releasing N3 connection) on a per UE-basis.

Editor's note:
The behavior when 5G AN does not support timer mechanism is FFS and also how the AMF knows of 5G AN timer capability.

If the instruction does not include the indicator, for UE(s) in CONNECTED mode, 5G AN considers this as a request to release the N2AP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s) while maintaining N3 (user plane connectivity) and UE context information. For subsequent N2 message, the 5G AN uses GUAMI based resolution which points to the target AMF that replaced the old unavailable AMF, to forward the N2 message to the corresponding AMF(s).
-
For UE(s) in IDLE mode, when it subsequently returns from IDLE mode and the 5G AN receives an initial NAS message with a 5G S-TMSI or GUAMI, the 5G AN uses 5G S-TMSI or GUAMI which points to the target AMF that has replaced the old unavailable AMF and, the 5G AN forwards N2 message.
An AMF shall be able to instruct other peer CP NFs, subscribed to receive such a notification, that it will be unavailable for processing UE transactions by including GUAMI(s) configured on this the AMF and its corresponding target AMF(s). The target AMF shall update the CP NF that the old GUAMI(s) is now served by target AMF. The old AMF provides the old GUAMI value to target AMF and the target AMF can use to locate UE contexts served by the old AMF. Upon receipt of the notification that an AMF is unavailable, the other CP NFs shall take the following action:
-
Mark this AMF and its associated GUAMI(s) as unavailable while not changing the status of UE(s) associated to this AMF (UE(s) previously served by the corresponding AMF still remain registered in the network), and AMF Set information.

-
For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF that is marked unavailable and the old unavailable AMF was replaced by the target AMF, CP NF should forward the transaction together with the old GUAMI to the target AMF(s).
Following actions should be performed by the target AMF:
-
When there is a transaction with the UE the target AMF SUPI,5G-GUTI or AMF UE N2AP ID to locate UE contexts and processes the UE transactions accordingly and updates the 5G-GUTI towards the UE, if necessary. For UE(s) in CONNECTED mode, it also updates the new N2AP UE association towards the 5GAN.

5.21.2.3
Procedure for handling AMF Failure

In order to try and handle AMF failure in a graceful manner (i.e. without impacting the UE), AMF can either back up the UE contexts in UDSF, or per GUAMI granularity in other AMFs (serving as backup AMF for the indicated GUAMI). 
NOTE 1:
Frequency of backup is left to implementation.

For deployments without UDSF, for each GUAMI the backup AMF information (in association to the GUAMI) is configured in the AMF. The AMF sends this information to AN and other CP NFs during the N2 setup procedure or the first (per node) interaction with other CP NF.

Following actions should be performed by the target AMF:
In case an AMF fails and the 5G AN/peer CP NFs detect that the AMF has failed, following actions are taken:

-
5G AN marks this AMF as failed and not consider the AMF for selection until explicitly notified.

-
For UE(s) in CONNECTED mode, 5G AN considers failure detection as a trigger to release the N2AP association(s) with the corresponding AMF for the respective UE(s) while maintaining N3 (user plane connectivity) and other UE context information. For subsequent N2 message, the 5G AN should select a different AMF (as in clause 6.3.5) from the same AMF set when the subsequent N2 message needs to be sent for the UE(s). If no other AMF from the AMF set is available, then it can select an AMF from the same AMF Region as in clause 6.3.5. -
For UE(s) in IDLE mode, when it subsequently returns from IDLE mode and the 5G AN receives an initial NAS message with a S-TMSI or GUAMI pointing to an AMF that is marked failed, the 5G AN should select a different AMF from the same AMF set and forward the initial NAS message. If no other AMF from the AMF set is available, then it can select an AMF from the same AMF Region as in clause 6.3.5.
-
Peer CP NFs consider this AMF as unavailable while retaining the UE context.
-
For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF, CP NF should select another AMF from the same AMF set and forward the transaction together with the old GUAMI.

-
When the 5G AN or CP NFs need to select a different AMF from the same AMF set,

-
For deployments with UDSF, any AMF from the same AMF set can be selected.

-
For deployments without UDSF, the backup AMF is determined based on the GUAMI of the failed AMF.

Following actions should be taken by the newly selected AMF:

-
For deployments with UDSF, when there is a transaction with the UE tthe newly selected AMF retrieves the UE context from the UDSF and it processes the UE message accordingly and updates the 5G-GUTI towards the UE, if necessary.

-
For deployments without UDSF, the newly selected AMF, i.e. the backup AMF uses the GUAMI of the failed AMF to checks whether the UE's original serving AMF has failed. If the failure is detected, it instructs peer CP NFs and 5G AN that for all the UE(s) that were associated with the GUAMI of the failed AMF is now served by this newly selected AMF.
NOTE 2: The backup AMF (newly selected AMF) use the GUAMI to locate the respective UE context(s).
-
The new AMF updates the peer NFs with the new AMF information.
-
If the new AMF is aware of a different AMF serving the UE (by implementation specific means) it redirects the uplink N2 signalling to that AMF, or reject the transaction from the peer NFs with a cause to indicate that new AMF has been selected. The peer NFs may wait for the update from the new AMF and resend the transaction to the new AMF.

NOTE 3:
This bullet above addresses situations where 5G AN node selects an AMF and other CP NFs select an AMF for the UE concurrently. Also, addresses the situation where CP NFs select an AMF for the UE concurrently.

NOTE 4:
It is assumed that the UE contexts from the old AMF include all event subscriptions with peer CP NFs.

-
If the new AMF does not have access to the UE context, then the AMF may force the UE to re-register.
NOTE 5:
The above N2 TNL association selection and AMF management is applied to the selected PLMN.

                                  End of Changes
[image: image4.png]


[image: image5.png]



3GPP

SA WG2 TD


[image: image1.emf]UE NG RAN AMF UDM

1. System Information

2. Network selection

3. Registration request

4. Registration request

5. Location area update

6. AMF determines 

whether the UE is 

allowed to attach

7. Registration Accept

_1567954273.vsd
UE


NG RAN


AMF


UDM


1. System Information


2. Network selection


3. Registration request


4. Registration request


5. Location area update


6. AMF determines whether the UE is allowed to attach


7. Registration Accept



_1568198317.vsd
NG RAN


CN  Operator A


CN Operator B


    Radio Access Network Operator X


CN Operator C


N2/N3


.........


.........



